
16. VERIFICATION OF NEED TO KNOW   16a. ACCESS EXPIRATION DATE (Contractors must specify Company Name, 
Contract Number, Expiration Date. User Block 27 if needed.)

I certify that this user requires access as requested.

SYSTEM AUTHORIZATION ACCESS REQUEST (SAAR)
PRIVACY ACT STATEMENT

AUTHORITY: 	             
PRINCIPAL PURPOSE:   

ROUTINE USES:	             
DISCLOSURE:

Executive Order 10450, 9397; and Public Law 99-474, the Computer Fraud and Abuse Act.
To record names, signatures, and other identifiers for the purpose of validating the trustworthiness of individuals requesting 
access to Department of Defense (DoD) systems and information. NOTE: Records may be maintained in both electronic 
and/or paper form.
None
Disclosure of this information is voluntary; however, failure to provide the requested information may impede, delay or
prevent further processing of this request.

TYPE OF REQUEST            DATE (YYYYMMDD) 
        INITIAL              MODIFICATION           DEACTIVATE            USER ID

 SYSTEM NAME(Platform or Applications)					               LOCATION (Physical Location of System)

  PART I (To be completed by Requestor)
1. NAME (Last, first, Middle Initial) 2. ORGANIZATION

3. OFFICE SYMBOL/DEPARTMENT 4. PHONE(DSN or Commercial)

5. OFFICIAL E-MAIL ADDRESS 6. JOB TITLE AND GRADE/RANK

7. OFFICIAL MAILING ADDRESS 8. CITIZENSHIP 9. DESIGNATION OF PERSON

      US		    FN		   MILITARY CIVILIAN

OTHER			   CONTRACTOR

10. IA TRAINING AND AWARENESS CERTIFICATION REQUIREMENTS (Complete as required for user of functional level access)
      I have completed Annual Information Awareness Training      DATE (YYYYMMDD) 

11. USER SIGNATURE 12. DATE (YYYYMMDD)

 PART II - ENDORSEMENT OF ACCESS BY INFORMATION OWNER, USER SUPERVISOR OR GOVERNMENT SPONSOR (If individual is a
 contractor - provide company name, contract number, and date of contract expiration in Block 16.)

13a. JUSTIFICATION FOR ACCESS

14. TYPE OF ACCESS REQUIRED
         AUTHORIZED		       PRIVILEGED

15. USER REQUIRES ACCESS TO:   UNCLASSIFIED   CLASSIFIED (Specify category)

OTHER 

17. SUPERVISOR’S NAME (Print Name) 18. SUPERVISOR’S SIGNATURE 19. DATE (YYYYMMDD)

20. SUPERVISOR’S ORGANIZATION/DEPARTMENT	 20a. SUPERVISOR’S E-MAIL ADDRESS	   20b. PHONE NUMBER  

21. SIGNATURE OF INFORMATION OWNER/OPR   21a. PHONE NUMBER    21b. DATE (YYYYMMDD)        

22. SIGNATURE OF IAO OR APPOINTEE 23. ORGANIZATION/DEPARTMENT 24. PHONE NUMBER 25. DATE (YYYYMMDD)
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PART IV - COMPLETION BY AUTHORIZED STAFF PREPARING ACCOUNT INFORMATION

PROCESSED BY (Print name and sign)DATE PROCESSED
(YYYYMMDD)

DATE (YYYYMMDD)

27. OPTIONAL INFORMATION  (Additional information)

SYSTEM  

DOMAIN  

SERVER  

APPLICATION  

DIRECTORIES  

FILES  

DATASETS  

TITLE:    ACCOUNT CODE     

REVALIDATED BY (Print name and sign)DATE REVALIDATED
(YYYYMMDD)

DATE (YYYYMMDD)

28b. CLEARANCE LEVEL

28. TYPE OF INVESTIGATION

PART III - SECURITY MANAGER VALIDATES THE BACKGROUND INVESTIGATION OR CLEARANCE INFORMATION

28a. DATE OF INVESTIGATION  (YYYYMMDD)

28c. IT LEVEL DESIGNATION

31. SECURITY MANAGER SIGNATURE29. VERIFIED BY (Print name) 32. DATE  (YYYYMMDD)

26a. NAME  (Last, First, Middle Initial)

LEVEL I LEVEL II LEVEL III
30. SECURITY MANAGER
      TELEPHONE NUMBER

 PART III - SECURITY MANAGER VALIDATES THE BACKGROUND INVESTIGATION OR CLEARANCE INFORMATION

28. TYPE OF INVESTIGATION 28a. DATE OF INVESTIGATION  (YYYYMMDD)

28b. CLEARANCE LEVEL 28c. IT LEVEL DESIGNATION
LEVEL I LEVEL II LEVEL III

29. VERIFIED BY (Print name) 30. SECURITY MANAGER
TELEPHONE NUMBER

31. SECURITY MANAGER SIGNATURE 32. DATE  (YYYYMMDD)

PROCESSED BY (Print name and sign)DATE PROCESSED 
(YYYYMMDD)

DATE (YYYYMMDD)

DOMAIN 

SERVER 

APPLICATION 

DIRECTORIES 

FILES 

DATASETS 

TITLE: ACCOUNT CODE     

REVALIDATED BY (Print name and sign)DATE REVALIDATED DATE (YYYYMMDD)

SYSTEM 

PART IV - COMPLETION BY AUTHORIZED STAFF PREPARING ACCOUNT INFORMATION

(YYYYMMDD)
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26. NAME (Last, First, Middle Initial)

27. OPTIONAL INFORMATION (Additional information)





Web CCaR  
Web CCaR is an application utilized by the field to manage requirements, budgets, spend plans, and execution information. Access to the tool is provided 
by module/tool.   


Module Role Privileges 


CCAR Read-Only  User has read-only access to the Program Management (PM), Financial Management (FM) and Reports menus. 


User-OPR User can view records where they are assigned as an OPR or Back-up OPR. The user can create new records and edit 
existing records where they are assigned as the OPR. The user is prevented from accessing many reports and tools. 
Reports and tools accessible to the user will only allow them to access records for which they are the OPR or Backup 
OPR. 


User-IPT User can view records assigned to their IPT. The user can create new records and edit existing records where they are 
assigned as the OPR or Back-up OPR. The user is prevented from accessing many reports and tools. Reports and tools 
accessible to the user will only allow them to access records for their IPT. 


User-Full User can view all records. The user can create new records and edit existing records where they are assigned as the OPR 
or Back-up OPR. If the "Allow Users with Budget Docs-Full Priv to Edit CCaR Records Referencing That Budget" option is 
checked under System Settings / CCaR Options and if the user has Budget "DOCS" privileges "FULL" on any budget 
assigned to a record, the user will also be able to edit the Working copy of any record containing that budget as well as 
the ability to add and delete attachments. 


IPT-CHIEF  In addition to User-Full privileges, the user has the ability to edit all records within their assigned IPT and the ability to 
reassign CCaR OPRs and IPTs. 


Supervisor User can edit all records and access to the Admin menu. 


Contract Read Only User has read only access in the Contract Management menu. 


User 
Restricted 


User may only view contracts they have been assigned as a contract user. Only contracts the user has been assigned to 
as a contract user will be visible in the Contract List. 


User User can add new contracts and add, edit and delete contract modifications and vouchers for contracts where they are 
assigned as a user. Allows read only access to all other contracts. 


User Full User has full access to the Contract Management menu. The user can add new contracts and add, edit and delete 
contract modifications and vouchers. 


Supervisor In addition to User Full privileges, the user can delete contracts from the Contract List and load and import data under 
Interface Status. 


Reconciliation Read-Only User has read-only access in the Reconciliation menu. 


Travel User has access to reconcile Travel Recon data but will have read-only privileges for COE Recon. 


User-Bud  User can reconcile data in Travel and COE for budgets where the RECON box is checked under User/Budget Privileges. 


User-Full In addition to User-Bud privileges, allows the user to access DFAS Interface Configuration Tool. The user can process the 
DFAS-CCaR Data Link and DFAS-CCaR Travel Link under Data Transfer, process DFAS backfills and view criteria. The user 
can link, un-link, backfill and edit allocations on all documents. 


Supervisor In addition to User-Full privileges, the user to process the DFAS Data Transfer and DFAS Travel Transfer in the DFAS 
Interface Configuration Tool. The data under View Criteria may be edited if the CCaR Database Administrator (DBA) 
assigns the appropriate grant for the user. 


Incoming Docs 
Tool 


Read-Only User has read-only access to Incoming Documents. 


User-Exec Same as the Read-Only privilege, plus, allows the user to create funding documents and forecasts for Incoming 
Document Budgets. 


User-Full In addition to User-Exec privileges, allows the user to add, edit and delete Incoming Documents. 


Recon Issues 
Tool 


Read Only User has read only access to Recon Issues. 


User Full User can create and edit Recon Issues where they are assigned as the OPR. The user may not delete any Recon Issues. 


Supervisor In addition to User Full privileges, allows the user the ability to edit and delete all Recon Issues and import issues into the 
system. 


Target Load User-
Limited 


Access to the Target Load Tool. The user can create Target Load Sheets (TLSs), edit their own TLSs, but cannot increase or 
decrease the overall amount of a budget. The user may only change amounts on addresses on a TLS that equal a zero-
sum gain. 


User Access to the Target Load Tool. The user can create and edit their TLSs. 


User-ALO Same as the User privilege, plus, the user has the ability to mark TLSs as processed in GAFS and create WINGAMPS 
import files. For installation TLSs, the user can see approved, in-process and rejected data from linked organizations, in 
addition to their own, if the user has a CCaR account in the linked organization(s). This applies to TLSs, WINGAMPS and 
GAFS Address Requests. 


User-Full Same as User, plus, the user has the ability to Add, Backfill and Edit CCaR Accounting Addresses. 


User-All Combines User-ALO and User-Full privileges. 







Executive CCaR  
Executive CCaR is a read only dashboard.  There are no specific roles to be assigned. Users must indicate in Block 13 what organization level (or specific 
programs) they are requesting to view. Sample requests are shown below: 


• Example 1: To see all programs for AFLCMC enter “AFLCMC – All Programs.”


• Example 2: To see all programs for AFLCMC/HIA enter “AFLCMC/HIA – All Programs.”


• Example 3: To see a single program in a particular Organization enter “AFLCMC/WIH – MQ-1 Predator.” 


• Example 4: To see a single program in two different Organizations enter “AFLCMC/WIH – MQ-1 Predator; AFLCMC/EBA -AMRAAM.”


Data Access Program Reporting (DAPR) 
DAPR is the tool utilized by SAF/AQ and AFLCMC to manage the Acquisition Master List (AML), the Investment Master List (IML) and the Workload Master 
List (WML). Please note that requesting access to any of the IML roles must be approved by SAF/AQ and that requesting access to any of the NON_IML 
roles must be approved by AFLCMC/XP. 


Role Privileges 


DAPR IML ANALYST Lead Analyst on an IML program. 


DAPR IML EDIT ALL  Modify, approve, disapprove, and archive any IML program. 


DAPR IML EDIT ORG  Modify, approve, disapprove, and archive IML program within their assigned organization(s). 


DAPR NON-IML 
ANALYST 


Lead Analyst on a Non-IML program. 


DAPR NON-IML EDIT 
ALL  


Modify, approve, disapprove, and archive any Non-IML program. 


DAPR NON-IML EDIT 
ORG  


Modify, approve, disapprove, and archive any Non-IML program within their assigned organization(s). 


PMRT Enterprise Reports  
The PMRT Enterprise Reports is a read only capability. The following report folders are available: 


• A4 Enterprise Report Folder


• AF Acq Enterprise Report Folder


• AFLCMC Enterprise Report Folder


• PEOCM Enterprise Report Folder


• PMRT Enterprise Report Folder


• SAF/SB Enterprise Report Folder


Resource Identification Tool  
The Resource Identification Tool is utilized by the field to manage to workload requests and to establish manpower baselines per program. 


Role Privileges 


Directorate Approver Approves all new work packages submitted from a Directorate 


Directorate CSF-COS Cyberspace Operation Support Center Senior Functional within a directorate. Reviews the new work package to ensure that the 
required COS resources are correctly identified. 


Directorate CSF-EN Engineering Center Senior Functional within a directorate. Reviews the new work package to ensure that the required EN 
resources are correctly identified. 


Directorate CSF-FM Financial Management Center Senior Functional within a directorate. Reviews of the new work package to ensure that the 
required FM resources are correctly identified. 


Directorate CSF-IN Intelligence Center Senior Functional within a directorate. Reviews of the new work package to ensure that the required IN 
resources are correctly identified. 


Directorate CSF-IP  Information Protection Center Senior Functional within a directorate. Reviews of the new work package to ensure that the 
required IP resources are correctly identified. 


Directorate CSF-LG Logistics Center Senior Functional within a directorate. Reviews of the new work package to ensure that the required LG 
resources are correctly identified. 


Directorate CSF-NFA Non-functionally Aligned Center Senior Functional within a directorate. Reviews the new work package to ensure that the 
required NFA resources are correctly identified. 


Directorate CSF-PK Contracting Center Senior Functional within a directorate. Reviews the new work package to ensure that the required PK 
resources are correctly identified. 


Directorate CSF-PM Program Management Center Senior Functional within a directorate. Reviews the new work package to ensure that the required 
PM resources are correctly identified. 


Directorate CSF-TE Test & Evaluation Center Senior Functional within a directorate. Reviews the new work package to ensure that the required TE 







resources are correctly identified. 


Directorate Facilities 
Manager  


Identifies preliminary facilities required for new work based on Directorate resources. 


Directorate OSF-COS Cyberspace Operation Support Organization Senior Functional within a directorate. Reviews the new work package to ensure 
that the required COS resources are correctly identified. 


Directorate OSF-EN Engineering Organization Senior Functional within a directorate. Reviews the new work package to ensure that the required EN 
resources are correctly identified. 


Directorate OSF-FM Financial Management Organization Senior Functional within a directorate. Reviews the new work package to ensure that the 
required FM resources are correctly identified. 


Directorate OSF-IN Intelligence Organization Senior Functional within a directorate. Reviews the new work package to ensure that the required IN 
resources are correctly identified. 


Directorate OSF-IP Information Protection Organization Senior Functional within a directorate. Reviews the new work package to ensure that the 
required IP resources are correctly identified. 


Directorate OSF-LG Logistics Organization Senior Functional within a directorate. Reviews the new work package to ensure that the required LG 
resources are correctly identified. 


Directorate OSF-NFA  Non-functionally Aligned Organization Senior Functional within a directorate. Reviews the new work package to ensure that the 
required NFA resources are correctly identified. 


Directorate OSF-PK Contracting Organization Senior Functional within a directorate. Reviews the new work package to ensure that the required PK 
resources are correctly identified. 


Directorate OSF-PM Program Management Organization Senior Functional within a directorate. Reviews the new work package to ensure that the 
required PM resources are correctly identified. 


Directorate OSF-TE Test & Evaluation Organization Senior Functional within a directorate. Reviews the new work package to ensure that the 
required TE resources are correctly identified. 


Directorate Resources 
Analyst  


Reviews all new work packages to ensure that all inputs are accurate. 


Directorate Reviewer Initial review of the new work package to determine if the work is valid for the Directorate. 


Division Approver Approves incoming new work packages at the division/Program Office level prior to the Directorate level approver. 


DP Manpower 
Reviewer 


Ensures all requested resources identified on the new work packages are accurate and sufficient to support the new work being 
requested. 


XPO Reviewer Ensures a new work package contains all of the required information before it continues through the new workload approval 
process. 
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